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信息系统商用密码改造技术指南

# 范围

本文件规定了。

本文件适用于。

# 规范性引用文件

下列文件对于本文件的应用是必不可少的。凡是注日期的引用文件，仅注日期的版本适用于本文件，凡是不注日期的引用文件，其最新版本（包括所有的修改单）适用于本文件。

GB/T 32905 信息安全技术 SM3密码杂凑算法

GB/T 32907 信息安全技术 SM4分组密码算法

GB/T 32918 信息安全技术 SM2椭圆曲线公钥密码算法

GB/T 37092 信息安全技术 密码模块安全技术要求

GB/T 38636 信息安全技术 传输层密码协议（TLCP）

GB/T 39786 信息安全技术 信息系统密码应用基本要求

GM/T 0021 动态口令密码应用技术规范

GM/T 0022 IPSec VPN技术规范

GM/T 0024 SSL VPN技术规范

GM/T 0027 智能密码钥匙技术规范

GM/T 0028 密码模块安全技术要求

GM/T 0036 采用非接触卡的门禁系统密码应用技术指南

GM/Z 4001 密码术语

# 术语和定义

GM/Z 4001界定的以及下列术语和定义适用于本文件。

# 缩略语

下列缩略语适用于本文件。

# 通用要求

# 第二级系统密码应用指南

## 物理与环境改造

### 身份鉴别

### 电子门禁记录数据存储完整性

### 视频监控记录数据存储完整性

## 网络与通信改造

### 身份鉴别

### 通信数据完整性

### 通信过程中重要数据的机密性

### 网络边界访问控制信息的完整性

### 安全接入认证

## 设备与计算改造

### 身份鉴别

### 远程管理通道安全

### 系统资源访问控制信息完整性

### 日志记录完整性

### 重要可执行程序完整性、重要可执行程序完整性

## 应用与数据改造

### 身份鉴别

### 访问控制信息完整性

### 重要信息资源安全标记完整性

### 重要数据传输机密性

### 重要数据存储机密性

### 重要数据传输完整性

### 重要数据传输完整性

### 不可否认性

## 安全管理制度完善

### 管理制度

### 人员管理

### 建设运行

### 应急处置

# 第三级系统密码指南

## 物理与环境改造

### 身份鉴别

### 电子门禁记录数据存储完整性

### 视频监控记录数据存储完整性

## 网络与通信改造

### 身份鉴别

### 通信数据完整性

### 通信过程中重要数据的机密性

### 网络边界访问控制信息的完整性

### 安全接入认证

## 设备与计算改造

### 身份鉴别

### 远程管理通道安全

### 系统资源访问控制信息完整性

### 日志记录完整性

### 重要可执行程序完整性、重要可执行程序完整性

## 应用与数据改造

### 身份鉴别

### 访问控制信息完整性

### 重要信息资源安全标记完整性

### 重要数据传输机密性

### 重要数据存储机密性

### 重要数据传输完整性

### 重要数据传输完整性

### 不可否认性

## 安全管理制度完善

### 管理制度

### 人员管理

### 建设运行

### 应急处置

# 第四级系统密码改造指南

## 物理与环境改造

### 身份鉴别

### 电子门禁记录数据存储完整性

### 视频监控记录数据存储完整性

## 网络与通信改造

### 身份鉴别

### 通信数据完整性

### 通信过程中重要数据的机密性

### 网络边界访问控制信息的完整性

### 安全接入认证

## 设备与计算改造

### 身份鉴别

### 远程管理通道安全

### 系统资源访问控制信息完整性

### 日志记录完整性

### 重要可执行程序完整性、重要可执行程序完整性

## 应用与数据改造

### 身份鉴别

### 访问控制信息完整性

### 重要信息资源安全标记完整性

### 重要数据传输机密性

### 重要数据存储机密性

### 重要数据传输完整性

### 重要数据传输完整性

### 不可否认性

## 安全管理制度完善

### 管理制度

### 人员管理

### 建设运行

### 应急处置

# 附 录 A

（资料性附录）

第二、三、四级别系统密码改造差异对照表

# 附 录 B

（资料性附录）

政务云上应用系统改造说明

# 附 录 C

（资料性附录）

重要数据分类参考表